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Access AtWork®

Simplifying access control for professionals

With its unique authorisation model, our subscription-based Access AtWork® enables all types 
of organisations to set up and manage access control with unparalleled ease.

    Software as a Service (SaaS)

    Cloud-native software

    Reality-based & context-driven model

    Flexible & scalable

    Monthly subscription

Our solutions

At Nedap, we understand the diverse needs of modern organisations. That’s why we offer different solutions to meet your 
unique access control requirements.  

AEOS is our on-premises access control system, designed for critical infrastructure organisations that demand top-tier security, 
and has been trusted by top brands for decades. 
 
Access AtWork® is our new cloud-native access control system that simplifies access control for professional organisations. 
It’s been designed for maximum flexibility and scalability, making setup and management easier than ever before. Unlike other 
cloud-based systems, Access AtWork® has been designed specifically for cloud environments. This enables you to leverage the 
full spectrum of benefits the cloud offers, including scalability, resilience, and rapid deployment. 

	 	 Simplified	access	control	 
Access AtWork® revolutionises the traditionally complicated 
process of managing access control, making it simple, 
intuitive, and efficient. No more struggling with lists of doors 
and templates. 

	 	 Flexible	&	scalable 
Manage multiple sites effortlessly; as your organisation 
expands, whether it’s adding new doors, zones, entire sites, 
or integrating new users, Access AtWork® easily adapts 
without increasing your management burden. 

	 	 Cloud-native
Access AtWork® is a cloud-native system offering remote 
accessibility, regular updates and upgrades, and follows 
stringent security protocols and standards, including system 
redundancies to avoid data loss.

	 	 Context-driven	model
Our innovative authorisation model brings much-needed 
simplicity and context to access control management, 
saving you significant time and resources. Demonstrating 
compliance is easier than ever.

	 	 Smooth	integration	
Access AtWork® runs on our proven AEOS Blue controllers 
and smoothly integrates with your existing door readers and 
locks, making the transition to our system simpler than ever.
 

	 	 Subscription-based
Access AtWork® is an Software as a Service (SaaS) offering 
reduced upfront costs, predictable regular fees, automatic 
updates, and reduced maintenance burdens.

Encrypted	data
Micro-services architecture where every service  
has its own encrypted database

Redundancy	built	in
Services run in a private cloud across four  
data centres for redundancy

No	identifiable	data
Only unidentifiable data like carrier ID and  
card number stored on local controllers

Data	stored	in	EU
All data is stored within the European Union  
on Nedap-managed servers

Secured	connection
Encrypted connection for communication  
between controller and cloud

GDPR	compliant
No unauthorised access to personal data

Software that’s always available and up to date

Access AtWork® is cloud-native, meaning it has been designed from the ground up for cloud architecture.

Why choose Access AtWork®? 
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Switch	perspectives	seamlessly
Transparency in authorisations from multiple seamless perspectives. View authorisations from zone, team and individual 
views. Move effortlessly between perspectives by clicking on the information most relevant to you at that moment.

Flexibility	to	adapt	to	your	needs
Only the fields absolutely necessary for the functioning of the system are mandatory. All other fields can be customised 
exactly the way you need to fit your own unique situation. Easily create and add new person types to your view, create 
custom fields, and drag and drop them just where you need.

Structure	that	reflects	reality
The application is set up to reflect reality. Easily set up and work within your organisation’s sites, buildings and zones. With 
Access Atwork®, there’s no need to set authorisations for individual doors anymore. After all, your employees need access 
to sites, buildings and zones – not doors. 

Authorisations	based	on	teams	with	inheritance
Access is organised by zones and teams, using an inheritance model rather than relying on flat templates or groups. 
Permissions can be assigned for the entire organisation or specifically for individual teams. Any permissions granted 
to a team will automatically include those set at broader organisational levels. This hierarchical structure streamlines 
management, saving both time and effort.

Discover the convenience of Access AtWork®
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Find out more
For more details on how you can benefit 
from Access AtWork®, please get in touch.Hardware	agnostic

But, of course, it’s not all software. Access AtWork® has  
the power and reliability of AEOS Blue door controllers built 
in. This means that, with the exception of our powerful and 
cost-effective door controller, Access AtWork® is hardware 
agnostic. You don’t need to replace your existing readers and 
locks. And you’re not tied to any particular manufacturers 
when it is time to upgrade hardware. 

And that’s not all. Our robust door controllers continue 
to run autonomously even when there’s no network 
connection. Plus, every controller has its own cloud 
connection, preventing a single point of failure.  
In contrast, other cloud-native systems often funnel  
all connections to a single gateway which can leave  
the entire system vulnerable. 

Always	up	to	date
As a SaaS product, we can (and will) update AtWork 
regularly. Apart from always being up to date in terms of 
cyber security, this also allows us to roll out new features 
quickly and easily. 

One of the big differentiators with other cloud-native 
systems is that Access AtWork® comes with the smartest 
and most powerful authorisation model out there. It’s a 
model that reflects reality. Which people need access to 
which zones? It should be that simple. And now it is. 

Because of the new powerful authorisation model, system 
administrators can set up and manage access rights faster 
than ever before, across any of their sites and buildings. 
It’s never been this easy to scale up a professional access 
control system across multiple sites.

Who,	where,	when	and	why
Users, depending on authorisation rights, of course, can 
instantly see who has access where, when and even why. A 
true overview. You can switch contexts effortlessly between 
team, zone or individual user perspectives. And there’s no 
more hassle with templates after building layout changes. 
Access rights are automatically updated.

Other intuitive and highly flexible features include: 
• the ability to create custom person types and fields to fit 

specific use cases;
• leveraging the power of user groups to control which 

admin can access what in a scalable way;
• and enjoying the convenience of smart tables that allow 

you to hide, sort and filter columns however you want.

Choose Access AtWork®
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About	Nedap
For us, security isn’t just about technology. It’s about people and how 
they live their daily lives. It’s about fulfilling your basic human need for 
security so you feel safe enough to make the most of life and work. In a 
way, true security is when you don’t have to think about it.


